Bypassing Censorship: a proven tool against the recent Internet censorship in Turkey
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Abstract—Users of mobile devices are experiencing great difficulties to circumvent Internet censorship technologies that violate human rights. Mobile users do not have full control of their own systems, and in many cases, they cannot even change the configuration imposed by their 3G/4G providers. Such limitations allow the provider acting under the government authority to enforce specific Internet filtering mechanisms, and to prevent access to censored material.

In this paper, we survey the events related to the Internet censorship happened in Turkey during the first months of 2014 and we introduce DNSet, an Android app that has been used by Turkish citizens to successfully circumvent the Internet censorship. In particular, DNSet allows mobile users to easily change the DNS server imposed by their 3G/4G providers, without the mobile users have administrative rights on the device (i.e. without rooting the device). We report on data and information that has been anonymously collected through the DNSet application. Furthermore, we raise up the suspicion that a few censorship activities in Turkey began at least a month before the official ban on Twitter.
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I. INTRODUCTION

The Internet infrastructure has been conceived to allow everyone to access information from anywhere in the world. Nowadays, the Internet service is by far the fastest and unfettered carrier of information. Despite that, in the last decades, we have been seeing the Internet censurships performed by several governments. Chinese great Firewall (codename Golden Shield Project) [1] is one of the most famous censorship projects. Censorship techniques constantly change and they are implemented at each layer of the TCP/IP stack. In fact, whenever we touch a web services, or we query a social network, our devices perform several operations other than crossing a multitier stack of services. Each layer of this stack is susceptible to attacks and can be exploited for malicious purposes.

Since 2010, such attacks have been performed in many Countries, among others Egypt, Syria and Tunisia. In many of these cases, citizens suffered from a full censorship of the Internet network. For example, in 2011, Internet services were largely used by Egyptian anti-government activists to spread news to the entire world. Social networking systems such as Twitter and Facebook were the preferred means of communication, and they were used to help organize, communicate and launch civil-disobedience campaigns and street actions. In order to oppose such activities, Governments and Institutions accomplished explicit censorship by acting on the Internet infrastructure. In details, on January 2011, the Egyptian Security Intelligence Services ordered the blocking of Twitter. A few days later, the Internet censorship involved Facebook and the Egyptian Domain Name System (DNS). The GSM network and many Internet Services Providers became unstable as well. Many communication flows fell into a black hole: devices and users were fully disconnected from the networks. As a result, approximately 93% of all Egyptian networks were unreachable. In [2] the authors analyze episodes of the Egyptian and Libyan countrywide Internet interruptions that took place during the Arab Spring [3].

In early 2014, the Internet censorship in Turkey has focused on social networks. Initially, a DNS Tampering attack has inhibited Twitter and YouTube websites; later, their corresponding IP addresses have been blocked at the IP level. This censorship of the Internet can be easily bypassed by skilled PC-users. Specific network configuration or software tools can circumvent this kind of censorship when you are browsing the Internet with a PC. Unfortunately, mobile users cannot mitigate such attacks with the same simplicity. Usually, Android users do not have administrator-level permits on their devices. In order to obtain such privileged permits, they have to hack their own device. This procedure is called rooting. Rooting allows users to overcome carriers and hardware manufacturer limitations, enabling advanced settings, the utilization of a larger-set of applications and other operations that otherwise would be inaccessible.

The process of rooting an Android device does not come...
for free: it may invalidate the device warranty, or even expose the device to many other vulnerabilities and attacks.

**Contributions:** The contributions of this paper are manifold. First of all, we recall some censorship circumvention techniques and evaluate their effectiveness for the mobile scenario. Secondly, we survey the Internet censorship activities carried out by Turkey between February and April 2014, and we introduce DNSet, an Android app that has been used by Turkish citizens to successfully circumvent the censorship. Finally, we analyze data and information that have been collected during the censorship thanks to DNSet, and we raise up the suspect that a few censorship activities began at least a month before the beginning of the official censorship. As a matter of fact, our application was affected by a massive uninstallation problem, as reported by the information anonymously collected. It is worth mentioning that this is the first work showing some concrete evidence of such activity.

**Organization of the paper:** The paper is organized as follows: Section II reports on the censorship circumvention techniques available for the Android operating system and it describes the DNSet app; Section III summarizes the time line of the main Turkey censorship events and provides other contextual information, while Section IV introduces an analysis of the events supported by the data collected during those months. Finally, Section V provides the conclusions.

II. CIRCUMVENTION OF INTERNET CENSORSHIP ON ANDROID

For the sake of this work, the *adversary* is an entity who wants to prevent any *victim host* from accessing an information on the Internet. We consider a powerful adversary, acting within an Internet Service Provider (ISP); she can modify the configurations of routers (e.g. modify the routing tables) and servers (e.g. DNS entries) in order to oversee and hijack all the traffic generated by the victims.

Internet censorship is performed through policies and technologies aimed at controlling access to information on the Internet [4]. In order to circumvent Internet censorship, several techniques were studied in the past. Unfortunately, only few of these techniques are suitable for smartphones, due to some restrictions implemented by vendors and providers. In this paper we focus on anti-censorship techniques that can be used on Android for two reasons: *i*) smartphones and tablets are largely used by people to access social networks or to coordinate themselves; *ii*) as far as we know, Android is now the most widespread Operating System for smartphones and tablets.

The most prevalent type of on line censorship is a method known as IP filtering. IP filtering is used to block or filter objectionable content by restricting access to specific IP addresses. To circumvent this method, the simplest countermeasure contemplates the use of a *proxy* server that is out of the adversary control (e.g. in a foreign country) [5], [6]. In this case, the victim host establishes a connection to the proxy server which forward the host’s requests to the real destination. In such a way, the real destination of the traffic is encapsulated and remains unrevealed to the adversary. This countermeasure is suitable for Android since the user is allowed to configure a proxy server on Android. However, this countermeasure can be blocked by preventing the host from reaching the proxy server. More sophisticated anti-censor strategies improve this technique by adding a dynamic list of proxies. However, since such list only consists of a limited number of IP addresses, the adversary can discover, and block all the IP addresses in the list, preventing the victim from reaching the requested destination.

A more reliable way to circumvent IP filtering is Tor [7]. Tor is an overlay network that provides anonymity while surfing the web. Tor avoids censorship by forwarding encrypted packets between a randomly selected set of routers. Since the set of routers is randomly chosen, it is more complicated for the adversary to discover the actual destination of the packets. This feature makes Tor a more resilient countermeasure to censorship circumvention than proxies. The Tor client has been successfully ported on Android devices, and its implementation is called *Orbot* [8]. However, Tor has some drawbacks when it comes to the mobile scenario. First of all, some features which are available on the desktop version require root privileges on the mobile version. One of such features is the configuration of a transparent proxy. When configured in transparent proxy mode, *Orbot* is able to define a system-wide proxy and let other applications use the Tor network without even knowing it. Without the ability to configure a transparent proxy, apps must be properly modified/configured in order to use the Tor network. This is a strong limitation since, at the time of writing, only 7 applications of the Android market provide support for *Orbot*. To overcome these limitations, *Orbot* is able to run a proxy server on the loopback interface also. The user can configure a system-wide proxy for both Cellular and WiFi interfaces through the Settings menu of the Android system. Hence, the traffic generated by all the applications that use the system-wide proxy is anonymized. However, applications can bypass this type of proxy by using the `java.net.URL.getConnection()` parameter when calling the method `getProxy()` of the class `java.net.URL`. Another important aspect that must be considered in the mobile scenario is the impact of anti-censorship countermeasures on the energy consumption. 3G network drains a large amount of power when a smart phone is in *suspended state* (i.e. the application processor is idle, while the communications processor is not) [9]. When it is used over 3G, *Orbot* maintains an active connection to the Tor overlay, draining the battery of a high-end smart phone in a few hours.

Another method for Internet censorship is DNS tampering [10]. The DNS is one of the most sensitive and critical...
services of the Internet infrastructure. Each DNS server translates the human-readable address of a resource in the corresponding dotted decimal format. The DNS tampering attack happens whenever a user request receives a forged answer; this technique can redirect clients connections, and divert traffic flows. This method allows to block the access to specific contents by blocking the name of the site instead of the IP address. In order to do this, the adversary must control the DNS server used by the hosts. Previous studies showed that many countries implemented DNS censorship attacks [11], e.g. Malaysia, Russia and Turkey just to cite a few. In order to circumvent DNS tampering, the use of public DNS servers such as OpenDNS or Google DNS servers that are not under the control of the adversary may be sufficient. Still, the adversary can hijack the IP addresses of public DNS servers and prevent the hosts from correctly resolving hostnames.

It is worth mentioning that, in its basic configuration, neither Tor manages DNS queries nor it protects against DNS hijacking. If it is not properly configured, Orbot connects to the DNS server in the common way (i.e. without using the Tor overlay). This behavior deanonymize the destination and, above all, it does not prevent the adversary from hijacking the DNS. Things get worse on Android where the DNS server can not be easily modified. For such reason, we developed an app called DNSet that exploits a weakness of the Android system allowing the usage of an arbitrary DNS server without requiring root permissions [12].

A. DNSet

DNSet is an Android app that allows users to change the default DNS server imposed by their 3G/4G operators. The feature that distinguishes DNSet from many other Android apps is that it does not require root permissions. DNSet leverages on the VPNService package which is made available starting from Android 4.0 (Ice Cream Sandwich). This package allows android developers to establish their own virtual private network from within an application. In practice, the VPNService creates a new interface (called tun0), and allows the developers to set up the IP address, DNS servers, and the routing rules. Normally, developers should use the VPNService in order to establish a VPN connection with a remote server. Developers have to take care of forwarding all the ongoing packets to the tun0 interface. In the same way, they have to manage all the incoming packets and forward them to the application level. DNSet does not use the VPNService in the conventional way. Indeed, DNSet establishes a fake VPN connection, it assigns a private IP address to the tun0 interface (i.e. 10.10.10.2), it sets two public DNS servers and, finally, it adds a very specific route to the routing table for the traffic that has to be forwarded to the tun0 interface (i.e. 10.10.10.2/24). As a consequence, the Internet traffic is not routed trough the tun0 interface, but it continues to flow through the 3G/4G or WiFi interface. However, not only are the DNS servers set up in the VPN establishment phase used by the tun0 interface, but they are also used by the other interfaces. This way, DNSet bypasses the impossibility to set up an alternative DNS server without having root permissions. It is worth noticing that the energy consumption of DNSet is quite negligible. As a matter of fact, after the initial setup of the “fake” VPN, DNSet does not have to care about incoming and outgoing packets.

As for August 2014, DNSet is used by more than 130 000 devices. Many of them are localized in Turkey (88%), a small part of them in Indonesia (7%), and the remaining 5% is spread around the world. Table I reports a detail of the geographic distribution of the devices that installed DNSet.

### Table I

<table>
<thead>
<tr>
<th>Country</th>
<th>Num. of Devices</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Turkey</td>
<td>115 750</td>
<td>88.41%</td>
</tr>
<tr>
<td>Indonesia</td>
<td>9 567</td>
<td>7.31%</td>
</tr>
<tr>
<td>Italy</td>
<td>2 342</td>
<td>1.79%</td>
</tr>
<tr>
<td>Malaysia</td>
<td>619</td>
<td>0.47%</td>
</tr>
<tr>
<td>United States</td>
<td>600</td>
<td>0.46%</td>
</tr>
<tr>
<td>United Kingdom</td>
<td>186</td>
<td>0.14%</td>
</tr>
<tr>
<td>Vietnam</td>
<td>109</td>
<td>0.08%</td>
</tr>
<tr>
<td>Germany</td>
<td>105</td>
<td>0.08%</td>
</tr>
<tr>
<td>India</td>
<td>99</td>
<td>0.08%</td>
</tr>
<tr>
<td>Canada</td>
<td>91</td>
<td>0.07%</td>
</tr>
<tr>
<td>Other</td>
<td>1460</td>
<td>1.12%</td>
</tr>
</tbody>
</table>

III. THE TURKISH CENSORSHIP

In this section, we will summarize the main events of the Turkish censorship, and we will describe the FATIH project of the Turkish Ministry of National Education that played a fundamental role in the circumvention of the censorship. A thorough analysis of the Internet Censorship in Turkey can be found in [13]. In this paper, the authors give an overview of the current legislative regime and provide a description of former content regulation and censorship examples. Unfortunately, the reported events in the paper do not consider attacks addressed to mobile devices that could be remotely controlled by the government.

A. The FATIH project

The FATIH project is a project of the Turkish government which seeks to integrate state-of-the-art computer technology into Turkey’s public education system. On November 22nd, 2010, Prime Minister Recep Tayyip Erdogan started the project. The purposes of the FATIH project were put into practice the Smart Class, i.e. the Turkish government equipped more than 80 thousand classes of last mobile technologies for education aims. FATIH’s first distribution phase began in the 2010-2011 school year in four schools. Each classroom in these schools was equipped with a laptop,
Before the ban was imposed, underlining the Twitter lack of authorities about the removal of such content. She reported March 26th, has been engaged in discussion with Turkish and international issues, declared that the company, on the Turkey networks. The government blocked the IP of the Twitter servers within censorship strategy. In addition to the DNS tampering attack, on March 22nd, the Turkish government changed up its manually resolving the Twitter IP address. As a response, providers such as Google DNS and OpenDNS servers, or Twitter ban, Turkish users started using alternative DNS the DNS tampering technique. As a consequence of the had to be removed. The Twitter ban was initially based on the DNS Tampering technique. As a consequence of the Twitter ban, Turkish users started using alternative DNS providers such as Google DNS and OpenDNS servers, or manually resolving the Twitter IP address. As a response, on March 22nd, the Turkish government changed up its censorship strategy. In addition to the DNS tampering attack, the government blocked the IP of the Twitter servers within the Turkey networks.

Vijaya Gadde, the Twitter legal director for corporate and international issues, declared that the company, on March 26th, has been engaged in discussion with Turkish authorities about the removal of such content. She reported that the Turkish government requests were related to three distinct court orders: two of them were promptly removed since they violated Twitter rules as well; the third one was related to the closure of a Twitter account which had been used to make accusations of corruption against a former minister. Twitter decided not to remove it because, in their opinion, the removal was against the freedom of speech. To manage such a request Twitter used the “Country Withheld Content” tool. This tool allowed content to be withheld in a specific jurisdiction while remaining visible to the rest of the world [16].

On March 27th, the Turkish government banned the Youtube website1 as well. The reason was a video claiming that the Turkey's foreign minister, the spy chief and a top general were discussing scenarios to lead their country’s army attack jihadist militants in Syria [17].

After two more days, on March 29th, Turkey started to hijack the DNS traffic of alternative DNS servers. Essentially, the Turkish ISPs started advertising a more specific BGP route for OpenDNS servers and Google's Public DNS servers. For example, for the Google DNS server 8.8.8.8, the Turkish ISPs advertised a specific route for 8.8.8.8/32 that went to their own network. Since a BGP router typically selects the most specific route as the one to be used to connect to a given IP address, all the connections on networks connected to Turkish ISPs would use this very specific route instead of the one advertised by Google, that is 8.8.8.8/24. They apparently did this for all of Google's Public DNS addresses as well as those of other open public DNS providers. The Turkish ISPs went a step further: they set up their own DNS servers by answering as if they were actual public DNS servers in order to redirect the users to error pages for Twitter and Youtube websites.

The Twitter ban was revoked by the court on April 4th, so that the Twitter website became available again for the whole Turkey whereas the DNS hijacking remained active until April 7th.

IV. ANALYSIS OF THE TURKISH CENSORSHIP

In March 2014, Turkish citizens tried several techniques to circumvent censorship. TOR was one of the tools that
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allowed them to avoid the ban. Figure 2 reports on the number of Turkish clients connected to the TOR network from February to August 2014. It can be noticed that during the censorship the number of TOR clients has more than doubled, reaching almost 70,000 units. However, TOR does not represent a viable countermeasure for mobile devices for the reasons highlighted in Section II, and as a consequence people resorted to alternative countermeasures, such as VPN connections toward foreign countries and specific android apps such as DNSet.

Figure 3 reports on the number of Android devices with the DNSet app installed over time. In particular, it reports the total number of users that installed the app (indicated with Total User installs), the number of current DNSet users indicated with Current User Installs - this number considers also uninstallations - and the current number of devices with DNSet installed (indicated with Current Device Installs)- this number takes into account the fact that an individual user may own more than one device. It can be noticed that starting on March 20th, the number of DNSet users began growing extremely fast.

Many DNSet Turkish-users complained for a sort of automatic, unwanted, and unexpected uninstalls of the DNSet app. Figure 4 reports on the rate of uninstallations over installations in three different Countries: Indonesia, Italy and Turkey. A value greater than one means that the number of uninstallations were greater than the number of installations in that particular day. It can be noticed that around February and March there are several peaks of uninstallations; such peaks are all located in Turkey. We were not able to find a similar behavior in any other country.

Analyzing the data with more attention, we noticed that the number of uninstallations was very high only for a particular type of device, reported as “Mehmet” (i.e. the device belonging to the FATH project). It has to be considered that on February 19th, 100,000 tablets were freely distributed to Turkish students within the Fatih program III-A, as reported in [18]. As for Mehmet devices, Figure 5 shows the ratio between uninstalls and installations of the DNSet app. Before February 22nd, DNSet was installed on 163 devices. We had no sudden variation on the ratio between uninstalls and installations. Contrary, from February 22nd to March 24th we noticed strange peaks of uninstallations. In particular, on February 22nd, in just one day more than 75% of Memhet users (i.e. 120 devices) uninstalled DNSet. Again, on March 21st more than 70% of Memhet users (i.e. 31 devices) uninstalled our app. These unusual activities stopped together with the first phase of the Twitter censorship, that is around March 22nd. From this day onward, the number of daily DNSet installations for Mehmet devices reached peaks higher than 2,000 units, with an average value of 892 daily installations. We do not have any actual evidence to say that the automatic uninstallations were executed by the Turkish government without the users approval, but our data confirm that some unusual uninstallation problem raised in Turkey approximately a month before the beginning of the censorship.

V. CONCLUSION

This paper analyzed the censorship events recorded between February and March 2014 in Turkey, and it introduced DNSet, a new Android app that is able to manage DNS configuration of mobile devices and mitigate one of the most widespread Internet censorship technique, i.e. the DNS tampering attacks. DNSet has been actually installed by
more than 130 000 users in Turkey as for August 2014. Analyzing the data collected by DNSet we shed the light on a sustained campaign of boycott likely began a month before the official beginning of the censorship. We cannot confirm that such a boycott was preparatory to the Turkey’s censorship, but we think that the scientific community should better investigate these events. As a matter of fact, to the best of our knowledge, it is the first time that a government leverages both the Internet infrastructure and a massive control of the end-user devices in order to perform a censorship.

ACKNOWLEDGMENT

This work has been partially supported by the TENACE PRIN Project (n. 20103P34XC) funded by the Italian Ministry of Education, University and Research, and by the European Commission Directorate General Home Affairs, under the GAINS project, HOME/2013/CIPS/AG/4000005057.

REFERENCES


